
Fire and Life Safety

P lanning for fire and life safety in existing and new buildings 
is based on three major components; if one is missing, the 
form is incomplete.

One component is an understanding of potential threats to oc-
cupants and the building itself. The second component is building 
design, including engineered systems and defensive architectural 
design that address those threats to the proper extent. The third is 
the operational plan––a body of knowledge and accounting of what-
if scenarios informed by the other two components.

In every project, a variety of challenges can inhibit this important 
work, according to the Whole Building Design Guide (WBDG) Secure/
Safe Committee, a program of the National Institute of Building Sci-
ences (www.wbdg.org/design/secure_safe.php). These include the 
tension between architectural design preferences and the need for 
perimeter security, structural hardening, access control, and standoff 
requirements. Three concurrent challenges include cost, impacts on 
the surrounding environment, and “resistance from the occupants due 
to impacts on operations, productivity, and accessibility.”

Finding a solution to these different conditions is not easy. “The 
establishment of an integrated design process, where all of the de-
sign team members understand each other’s goals, will lead to the 
development of a solution which addresses all of the requirements,” 
according to the WBDG Secure/Safe Committee.

Threat analysis typically precedes schematic design. In the case of 
One World Trade Center, the 1,776-foot-tall tower was originally de-
signed without sufficient protection against one unlikely but potentially 
devastating threat: vehicle-borne explosives. Yet it was “the most im-
portant consideration” in anti-terror structural design, said the Federal 
Emergency Management Agency in calling for a redesign.

The original Freedom Tower included an arcade base with exposed 
columns located a few steps from a major roadway. In response to 
concerns expressed by state officials, Skidmore, Owings & Merrill 
changed the final redesign by moving the perimeter about 50 feet 
away from the street and creating a fortified base with no colonnade, 
rising to about 150 feet. Egress stairwells, surrounded by reinforced 
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After reading this article, you should be able to:
+  EXPLAIN how system installation and building operations 

impact the effectiveness of the fire-protection and life 
safety scheme.

+  DISCUSS the principles of safety and security to be 
considered in the planning stages of new construction 
and renovation projects.

+  LIST the basic systems available and decision criteria for 
emergency lighting, voice communication, and security.

+  DESCRIBE typical integrated fire and life safety 
protection systems and the reasons for their use.

LEARNING OBJECTIVES

in large Buildings

A firefighter uses the voice capabilities of a fire alarm panel (in this 
case, a Simplex 4100ES) to provide emergency instructions to building 
occupants. Planning for fire protection in buildings requires a systems          
approach and must involve more than just a threat analysis, experts say. 
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concrete, will be pressurized to prevent smoke migration, and a sepa-
rate set of entries and stairs will accommodate emergency services. 
Fire sprinklers will be fully redundant, and radio repeaters are being 
included to strengthen communication ability during an emergency. 

The design work alone added tens of millions to the total project 
cost. Was it worth it? Life safety experts say yes, but only time will tell.

PRINCIPLES OF SAFETY AND SECURITY
According to the WBDG committee, there are four basic principles 
of all-hazard building design: 1) plan for fire protection; 2) ensure 
occupant safety and health; 3) resist natural hazards; and 4) provide 
security for building occupants and assets.

Planning for fire protection. Fire protection planning for a build-
ing involves a “systems approach for addressing the hazard of fire,” 
says Jim Tidwell, National Director of Fire Service Activities for the 
International Code Council (www.iccsafe.org). Through a systems 
design approach, the Building Team seeks to analyze all of the build-
ing’s components as a total building fire safety system package.

Fire and life safety planning is more than just threat analysis, says 
Jason D. Reid, founder of National Life Safety Group, a Toronto-
based consultant on emergency management and operational 
continuity. Fire-safety plans should also include detailed information 
on building systems for use by site managers, including procedures 
for operational failures during emergencies. Armed with floor plans 
showing where to find HVAC, electric, and sprinkler system isolation 
points, the building operator can reduce the impact of fires on build-
ing operations and value. This knowledge is valuable for firefighters 
and the safety of occupants. 

Using the Building Team’s toolset, including computer-aided 
design and building information modeling, a life safety professional 
can create a well-documented fire safety plan. Authorities can use 
the plan to conduct “virtual tours” of the premises to identify hazard 
areas, isolation points, and any special challenges for emergency 
response or evacuation.

Ensuring occupant safety and health. This includes fire and life 
safety hazards, plus run-of-the-mill potential for injuries and illnesses. 
“These can usually be prevented by measures that take into account 
issues such as indoor air quality, electrical safety, fall protection, ergo-
nomics, and accident prevention,” says the WBDG committee.

A special case for occupant safety is in hospitals and other acute-
care settings, as well as nursing homes. “In these settings, total 
evacuation of all occupants is impractical because some occupants 
may not have time to evacuate or may lack the physical or mental 
capacity to exit the building without help,” says Chris Jelenewicz, 
PE, Engineering Program Manager with the Society of Fire Protec-
tion Engineers (SFPE), Bethesda, Md.

In such cases, rather than moving patients in an emergency, 
hospitals employ a defend-in-place or protect-in-place strategy, says 
Robert Solomon, PE, Division Manager for Building and Life Safety 
Codes with the National Fire Protection Association (www.nfpa.org), 
Quincy, Mass. If possible, occupants should remain in their rooms. 
They may be relocated as needed to areas of refuge behind smoke 

barrier walls. If necessary, occupants can be relocated to a lower floor 
or even outside the building, should conditions warrant such action.

Protecting against natural hazards. According to NIBS, federal 
outlays for buildings damaged by earthquakes, hurricanes, floods, and 
other natural forces exceed $35 billion a year. If the country’s buildings 
properly anticipated the risk associated with major natural hazards, 
these costs could be considerably less, says the WBDG committee.

For building design, this means careful detailing and “architec-
tural hardening” beyond code requirements for building systems 
and assemblies that take the brunt of the force. Little mistakes are 
magnified under the massive forces of seismic and weather events. 
Connection details, for example, are often the “weak link in the 
structural chain,” often leading to partial or total building failure, says 
Jack D. Burleson, AIA, CSI, CBO, the ICC’s Regional Manager for 
Government Relations.

The effect of poor design and construction techniques is amply 
documented. Surveys of hurricane-related damage by the Institute of 
Business & Home Safety have shown that incorrect fastener choice 
and attachment methods are the leading causes of envelope failure 
for metal sheathing. Progressive roof failure and interior damage are 
often initiated by detailing of eaves and soffits, adds Burleson.

For other key building components, including structural framing, 
anchor bolts, sheathing, and fenestration, Building Teams should 
select only those products “rated for the appropriate loads and impact 
resistance for that 
location and installed 
according to the 
manufacturers’ in-
structions,” says John 
Ingargiola, PE,  Senior 
Engineer with the 
Federal Emergency 
Management Agency, 
Washington D.C.

The same is true of 
fenestration. FEMA’s 
National Earthquake 
Hazards Reduction 
Program (NEHRP) 
set forth authoritative 
guidelines in its NE-
HRP Recommended 
Provisions for Seis-
mic Regulations for 
New Buildings and 
Other Structures. 
Published over a de-
cade ago, the docu-
ment focuses on 
glass fallout caused 
by structural racking 
and similar life safety 

Front view of (eServices) fire alarm panel (Sim-
plex 4100ES), an Internet-ready life safety plat-
form. Such systems are designed to improve 
serviceability and operational efficiency, while 
reducing costs over the life of the system.

c
o

u
rt

es
y 

si
m

pl
ex

g
ri

n
n

el
l



36 octoBer 2012  Building design+construction www.Bdcnetwork.com

issues during seismic events. Adopted by model build-
ing codes, the NEHRP provisions have highlighted the 
suitability of annealed and heat-strengthened laminated 
glass for resisting seismic forces.

According to experts in glazing and life safety, glass 
can be made safer by using a flexible frame to accom-
modate racking as well as proper dimensions for glass-
to-frame clearances. The use of bottom and side setting 
blocks as well as silicone glazing have also been shown 
to improve seismic performance. Many manufacturers 
recommend laminated glass with a minimum interlayer 
(0.030 inch or greater) in single-lite or insulated glass 
unit applications.

Providing security to occupants and assets. To-
day’s safe building designs must include more counter-
measures against attacks by human aggressors. These 
include basic control of premises access, methods for 
early detection, and response measures. 

“Hiring full-time guards is only one of many options 
for dealing with security monitoring activities. So are video cameras 
and the use of other staff,” concluded an Institute of Education Sci-
ences task force led by Steven King of the Wyoming Department of 
Education. “The point is that, by brainstorming a range of possible 
countermeasure solutions, you can come up with several effective 
ways to monitor your workplace. How it is done is secondary––and 
completely up to the organization and its unique requirements.”

UNDERSTANDING THE BASIC BUILDING 
BLOCKS OF SAFETY STANDARDS
Fire and life safety depends to a large extent on procedures for 
evacuation and adequate means of egress. State and local fire 
codes, along with OSHA standards for workplace safety and health, 
generally refer to NFPA standards. 

An important distinction outlined in NFPA 101 – Life Safety Code 
section 7.9 defines the difference between exit access and exit dis-
charge. Access, in this context, refers to lanes, paths, and stairs that 
lead to an exit door, while discharge refers to lanes that lead from 
the building to a public right-of-way. Either way, these pathways 
must be unobstructed and well illuminated. 

Emergency lighting and signage requirements differ for access 
and discharge exit ways. Illuminating power is specifically dictated 
by code, usually referencing NFPA 101 section 7.9 or the Inter-
national Building Code (IBC) section 1006.4. The standards set a 
minimum average of one foot-candle and a maximum of 40 times 
the minimum. The minimum/maximum ratio eliminates bright-to-dark 
patches that can strain the eye and make egress more difficult.

The most visible and recognizable type of emergency lighting 
system is the wall pack, usually a cluster of flood lamps that may 
also include an illuminated exit sign powered by a battery or backup 
generators that can be triggered by detection of a power outage or 
an emergency alarm. Where aesthetics are a project’s primary con-
cern, wall packs may be considered unsightly. With early planning 

and careful research into codes and available technology, the design 
team can integrate emergency general illumination  (egress illumina-
tion) into the primary lighting system. 

Backup power is also provided for emergency general illumination, 
typically through the facility’s primary lighting systems. Often these 
systems do not by themselves meet the requirements for illuminat-
ing means of egress; in fact, they are often dimmer than normal 
when running on backup power, but they can serve other important 
functions. In hospitals, for instance, lighting and electrical power are 
essential to patient care; in high-risk facilities such as banks or cor-
rectional facilities, electricity for security systems is essential.

“Emergency lighting luminaires are often the last thought in the 
lighting design,” says architect Dale Wilson, AIA, Project Manager 
at Aon Fire Protection Engineering, Glenview, Ill. “This can create 
problems with the placement of fixtures as they relate to the sur-
rounding room and egress environment.” To be properly effective, 
the emergency illumination system should be considered as early in 
the planning phase as possible.

Thorough testing of the systems on site, which may be required 
by the authorities having jurisdiction (AHJ), is also recommended. 
“Although it may be possible to design, locate, and simulate the 
effects of emergency lighting in a particular design, best practices 
should always include testing the systems prior to allowing occu-
pancy of a structure,” says Wilson. “Post-occupancy testing should 
be routine.”

Egress lighting options include foot lamps or LED strips near the 
floor level, sometimes concealed under a floated wall or within the 
design of the wall finish. In fact, many codes now require that exit 
signage be placed at a similar height, just above floor level, because 
smoke often obscures exit signage as it rises.

Many illuminated exit signs use LED sources, which increase their 
between-maintenance spans and life spans. As for light sources, 
LEDs work well for emergency pathway lighting, as the lumen output 

This central panel serves as the backbone for an integrated fire protection and mass 
notification system at St. Joseph’s Hospital Health Center, Syracuse, N.Y. This technol-
ogy has moved to up to a new level, known as emergency communications systems. 
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of the latest LED sources is competitive with halogen and other 
options. What’s more, UL and other testing agencies are now listing 
certain photoluminescent materials as acceptable for use in exit 
signs and egress path-marking systems, paving the way for systems 
that are independent of electrical power. For battery-powered emer-
gency fixtures, many building owners prefer nickel metal hydride 
(NiMH) batteries, which have a long life and high efficiency.

CENTRAL AND INTEGRATED SYSTEMS 
Digital is also the preferred system type for a variety of other fire-pro-
tection and life safety systems. Digital, addressable devices enable 
facility managers to quickly pinpoint an activated device’s location 
and determine whether an emergency response is in order. 

The integrated systems also ease the installation and program-
mability of the central panel and associated components, including 
pull stations, horns, strobes, gas detection devices, sprinklers, and 
suppression equipment. All these point devices and systems can 
be tied back to the original panel, with room for adding more as the 
facility grows.

While the integration of fire protection and voice evacuation into 
one centralized system is not new, the latest technology has moved 
beyond fire alarm/voice evacuation integration to a full-blown emer-
gency communications system (ECS), offering significantly higher 
levels of protection. The ECS––or mass notification system––can 
be programmed to supersede the fire alarm, which is required by 
the 2010 edition of National Fire Protection Association (NFPA) 72: 
National Fire Alarm & Signaling Code.

This approach is helpful in a variety of scenarios, including 
adverse weather events, chemical leaks, or bomb threats. For 
example, if a shooter has been spotted on, say, a university campus, 
pulling a fire alarm would have the unwanted effect of concentrating 
building occupants into small evacuation areas that might give the 
attacker easier access to potential victims. “An ECS allows facilities 
to adjust their egress paths or evacuate horizontally to other parts of 
the building, making the evacuation paths less predictable and less 
vulnerable,” says Carter Rierson, President, Best Defense Security & 
Fire Protection (www.best-defense.com), Waunakee, Wis. “ECS also 
allows facilities staff to immediately alert the facility of other emer-
gencies where a lockdown or shelter-in-place is required.”

At this time, neither NFPA 101 nor the IBC requires that facilities 
install an ECS; only U.S. Department of Defense buildings have such 
a mandate. Some AHJs may require an ECS, but usually it’s the 
Building Team that elects for the more flexible technology.

In these cases, a risk analysis should be conducted to “character-
ize the likelihood, vulnerability, and magnitude of incidents associated 
with natural, technological, and manmade disasters and other emer-
gencies,” says Jack Poole, PE, Principal, Poole Fire Protection (www.
poolefire.com), Olathe, Kan. Then the team should determine “how to 
best communicate the ‘real-time’ emergency notification information, 
so the emergency communication system can be properly designed, 
installed, and tested following a performance-based approach.”

IMPROVED VOICE TECHNOLOGY
Digital technology is also improving voice evacuation technology. 
While an analog signal decreases in strength and integrity as it 
travels across the transmission distance and mixes with background 
noise, digital signals are better at maintaining sound quality. Digital 
amplifiers require smaller cabinets and produce less heat than their 
analog counterparts, and digital signal processing can be networked 
to multiple panels at remote locations, which decreases installation 
costs. Voice messages can be recorded at a computer workstation, 
rather than by booking time at a local sound studio. 

“Custom messages can be made using WAV files and edited with 
audio software to ensure the sound quality needed to provide crisp, 
clear messages for the target audience to understand,” explains 
Duane Hannasch, SET, President, Fire Alarm Control Systems (www.
facssa.com), San Antonio, Texas. “In addition, the alert tones can be 
recorded at a higher level to meet the required sound pressure levels 
while not subjecting the voice message to distortion. The messages 
can also be downloaded to any or all remote voice panels, allowing 
for redundancy in the event of a failure of the main panel.”

In addition, audio software programs are available to help with 
the design and placement of voice evacuation systems. By enter-
ing such variables as room size, interior finish materials, and large 
objects in the room, the software determines where to place the 
speakers to achieve the required sound pressure level, or SPL. 

“Simply put, if you cannot understand the instructions, or worse, 
if you misunderstand them, then the system has failed,” says Mark 
Simpson, CET, a certified system installer with Syracuse Time & 
Alarm Co. (www.syrtime.com), Syracuse, N.Y. He points out that 
certain architectural features, such as varying ceiling heights, ir-
regular walls, and sound-reflecting finish materials, can make the 

Alarm control panels, such as this one in an apartment complex, monitor 
the facility’s sprinkler system and report to a central station in the event of 
an emergency. Occupants should also be trained for such emergencies.
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transmission of quality audio difficult.
In mathematical and acoustical terms, intelligibility means that the 

speaker signal, in decibels and watts, is correctly balanced with the 
characteristics of the room. In states where intelligibility is required, 
NFPA 72’s Annex D on Speech Intelligibility instructs when, where, 
and how to test for speech intelligibility.

Simply turning up the volume can cause distortion, and may not 
help to ensure that the broadcast messages are heard. “It is always 

better to have more speakers at a lower wattage setting than a few 
speakers at the top of their audio level blasting an incoherent mes-
sage,” notes Bob Stieb, Sales Engineer with fire systems installer 3S 
Inc. (www.3s-incorporated.com), Harrison, Ohio

“By defining the intelligibility requirements up front, and achieving 
agreement with the local authority ahead of time, using a conserva-
tive approach of many speakers at low wattage, and some guide-
lines regarding the allowable change is sound between speakers, 

To a large degree, building security is driven by 
the integration of a variety of electronic security 
systems. The market and engineering of these 
systems exploded in the post-9/11 era and has 
shown few signs of tapering off. “Rapid advances 
in technology and government directives are driv-
ing purchase decisions, especially in the replace-
ment of legacy systems,” says the Security Indus-
try Association in a recent report.

One challenge has been that security technolo-
gy began to outpace the knowledge of many Build-
ing Teams. Their most daunting question: whether 
to adopt the latest and best technology, or to 
invest in a reasonably reliable, less expensive sys-
tem that has a positive track record. The response 
by leading design and construction experts has 
been to plan ahead and work with system integra-
tors for the facility being developed.

For large commercial and multifamily projects, 
Building Teams typically focus on three types of 
systems: 1) access control, 2) intrusion detection, 
and 3) visual surveillance.

Access control. Two electronic access tech-
nologies are at the forefront: biometrics and radio 
frequency identification (RFID). Of the two, RFID is 
the more commonplace: even less secure facilities 
may invest in simple ID tags with stored electronic 
information, such as public parking garages. RFID 
systems are widely available, and the tags and 
cards are essentially disposable.

The downside of most RFID technology is the 
ease of access to the stored information on the 
card. Smart cards, by contrast, constructed with an 
embedded chip, can be made highly secure and 
difficult to forge, duplicate, or hack, which allows 
for the safe storage of personal and sensitive 
information on the card. Though the smart card can 
be operated by proximity reading like an RFID tag 
to allow secure access to stored data or physical 
access to a secure area, smart card systems are 
more expensive than their chipless counterparts.

A recent trend in the industry is to consider the 
use of biometrics––identification through the scan 
of the occupant’s fingerprint, retina, or similarly 
unique biophysical aspect––in tandem with RFID, 
rather than as an alternative.

Two types of hybrid systems are currently in use: 
one with biometric and RFID systems independent 
of one another (essentially a redundancy system), 
and others that integrate the RFID and biometric 
systems natively. One of the first such systems 
employed a processor chip that required a positive 
fingerprint ID before releasing access to the infor-
mation stored in the RFID tag.

Whether integrated or not, combining RFID and 
biometrics is currently seen as offering the highest 
levels of security.

Intrusion detection. According to the 
Security Industry Association report, 75% of 
those interviewed reported that their facilities 
were equipped with intrusion- and fire-detection 
systems. Of those without such systems, about 
66% reported that they would need such a system 
within five years, and about half said they would 
have one installed within five years.

Apart from the fact that a majority of facilities 
use or will use electronic intrusion-detection and 
alarm systems, the market is otherwise divided on 
the types of systems to employ, and whether to 
integrate detection with other electronic systems.

Because there is always the possibility of false 
alarms, planning should include consideration of 
integrating intrusion detection with video surveil-
lance or some other system for verification. This is 
especially important if the detection system is wired 
to alert police (or fire) response directly. According to 
the same SIA report, “Many communities are adopt-
ing ‘no-response’ policies to false alarms if they are 
not verified by audio, video, or eyewitnesses.”

Video surveillance. The technology behind 
a system of security cameras is an important 
decision that receives plenty of discussion during 

project planning. Closed-circuit television (CCTV) 
analog cameras recording onto a DVR may seem 
adequate until cost-benefit questions and systems 
integration issues arise. Analog signals can be 
encoded to digital, but the analog camera’s reso-
lution will limit the recording’s quality, according to 
Sean A. Ahrens, Global Leader for Aon Fire Protec-
tion Engineering’s security consulting practice, 
who sits on standards-setting panels for both SIA 
and UL. Enhancement of an encoded digital image 
is much more difficult than that of direct digital. 

Digital cameras are also preferred today 
because they are relatively inexpensive, even 
with high megapixel capture. The downside is the 
growing need for data storage, but that can be 
mitigated through programming to record only 
when the system detects a change from a refer-
ence frame. Especially useful in low-traffic envi-
ronments, this aspect of direct digital technology 
offers flexibility for data storage requirements.

What’s more, this aspect dovetails with security 
integration schemes. The intrusion detection system 
that requires video verification to alert authorities 
can depend upon the digital camera to register any 
change in its recording field. High-megapixel cam-
eras can also be integrated as a biometric access 
control, using facial recognition software.

Ahrens also points out that data storage 
concerns associated with direct digital are 
being addressed within the IT industry, through 
programs to encode and decode digital signals, 
called codecs. A new codec called H.264 requires 
substantially less data storage, about half that 
of MPEG-2, while enhancing video performance 
compared to what is currently available, or MPEG-
4, says Ahrens. “Anyone considering the procure-
ment of a digital recording solution should ensure 
that it is capable of running H.264 and other 
future and more robust codecs,” he says.

His advice: Be proactive now, and you will be 
able to garner future benefits.

INTEGRATED SECURITY SYSTEMS––Replacing legacy systems
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one has the best chance of achieving the required audibility and 
intelligibility,” states Michael J. Knoras, Jr., PE, Project Manager, Aon 
Fire Protection Engineering.

“Even if the requirements aren’t met with the planned design, by 
using a conservative approach, you have the best chance of meet-
ing them with simple speaker wattage adjustments in the field, rather 
than a redesign of an installed system,” he says.

Voice evacuation and ECS systems offer a number of other ad-
vancements, including improved connectivity, scalability, integration, 
modularity, and signal transmission. According to Knoras, who serves 
on NFPA’s technical committee for notification appliances and as an 
executive committee member for the SFPE’s Greater Atlanta Chapter, 
the newest systems are more accurately sized for their anticipated lo-
cal load, which allows them to use lower-power remote amplifiers.

By taking advantage of the latest professional audio market 
advances, says Knoras, some cutting-edge products are providing 
networks of digital processors, ambient noise-monitoring stations, 
and passive and active speaker arrays to create highly intelligible 
systems in very harsh acoustical environments. The directional 
speaker arrays can focus the sound along a very narrow path, 
thereby minimizing the problem of sound bouncing off adjacent 
surfaces and reducing intelligibility.

“While it would seem these higher-end audio systems would be 
utilized everywhere, there is a cost associated with this technology, 
and it is many times the cost of utilizing a voice fire alarm system, 
or even a dedicated mass-notification voice system,” says Knoras. 
“However, for those critical and challenging acoustical areas––such 
as underground and outdoor transportation terminals––the cost of 
fewer, highly directional speakers, and the ability to direct the sound 

toward the occupants and away from surfaces which might reflect 
the sound and affect the message, make the cost worthwhile.”

Depending on the facility type and locale, area-of-rescue-assistance 
(ARA) communication systems (also known as emergency phones) 
may be required by the life safety system. Both the IBC and NFPA’s 
Life Safety Code direct where these systems should be installed. 
Knoras recommends that the system’s wires and cables be installed 
in a metallic raceway with a dedicated source of backup power. If 
necessary, the device should be weatherproof and vandalproof.

FIRE DETECTION AND ALERTS
One noteworthy development with fire alarm systems is a growing 
selection of medium-sized systems. In the past, specifiers typi-
cally had to choose between a very basic panel or a full-blown (and 
pricey) top-of-the-line system. Today’s medium-sized panels gener-
ally offer 200-plus addressable inputs, which can often be doubled 
by adding a module. 

These mid-range systems are ideal for many commercial and 
institutional buildings. Some of them have custom message screens, 
offering a valuable form of additional communication. For example, 
an alarm detected in an active chemistry lab may display a mes-
sage like this: “Warning! This room contains toxic chemicals. Use 
extreme caution.” Or the customized message could read, “Material 
safety data sheet is located in the post orders book above the panel. 
Provide this information to the first responders,” says Bill Van Loan, 
President of life safety and security firm Critical Systems (www.
criticalsystems.us), Marietta, Ga.

Smoke detectors. Today’s more advanced smoke detectors are 
now incorporating multiple types of detection all in one device. A typi-
cal detector might include photoelectric, ionization, heat, and carbon 
dioxide detection. However, fire-alarm planner Mark Popkowski, 
Owner of Modern System Concepts (www.modernsys.com), Houston, 
points out that these products are often proprietary, so buyer beware.

Fire suppression systems. When it comes to fire suppres-
sion, the industry has introduced new types of suppressants and 
improved delivery systems. For example, a dual-pipe, water, and 
nitrogen mix delivers a fine, high-velocity water mist to envelop, cool, 
and ultimately control a fire, according to Knoras. Also, water mist 
systems are now covering greater surface areas, which are more 
effective at squelching fires.

CO2 is another option, but because these systems expel oxygen 
from the space, occupants must evacuate before the system can 
be activated, and precious seconds can be lost. This noisy type of 
system also significantly lowers the room temperature, so condensa-
tion settling on equipment in the room runs the risk of freezing. 

Meanwhile, in response to the ban on halo-carbon production, the 
industry has figured out how to more effectively use air to suppress 
fires. “These systems control the amount of oxygen available in a room 
or space and maintain a level below which fire cannot exist,” explains 
Knoras. “These ‘hypoxic’ environments are normally utilized in highly 
sensitive or critical data centers and are akin to working at a high alti-
tude, so there is little effect on persons working in the environment.”

The latest mass notification devices are easier to install and maintain 
than legacy systems and offer greater survivability and high-quality digital 
sound. Improved voice evacuation technology enhances campus safety.
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SYSTEMS INTEGRATION AND INSTALLATION
While the latest advances in fire protection and life safety equipment 
promise to delivery a higher level of quality and reliability, perfor-
mance will only be realized if the systems are installed properly, 
using industry-proven best practices.

For instance, Stieb recommends proper safety training, system 
training, coordination with other trades, communicating with the 
end-user, maintaining project schedules, and kickoff meetings to 
review the project scope, confirm materials have been received, ask 
and answer project questions, and relay specific requirements and 
time frames. 

Hannasch’s advice: “Use a fire protection engineer or engineered 
systems distributor who has the experience in emergency voice-
communication and mass-notification systems, design software to 
provide modeling and anticipated sound pressure level (SPL) and 
Common Intelligibility Scale readings for the areas and building, and 
has the proper equipment for testing for SPL and intelligibility.” 

Knoras cites communication between Building Team members and 
understanding everyone’s roles as the key to a successful project. 

Consider this typical life safety project: The owner requires a 
code-compliant building, and the architect instructs the engineer to 
design the appropriate systems. “Then, all throughout the design 
process there is the dance of give-and-take as the architect tries 
to accommodate the devices and features the engineer insists are 
needed for these life safety system,” explains Knoras. “On the other 
hand, the engineer has to jump through hoops to try and preserve 
the aesthetic and functional integrity of the architect’s design.”

Once the dust clears, Knoras says, “The contractors enter the 
picture. Sure, they can provide and install the system exactly as the 
architect and engineer have designed, but it will cost a lot more to 
do it ‘their way’ rather than from an installation viewpoint.” At this 
point, it’s not uncommon for the architect and engineer to surrender 
control of the design to the contractor whose main priority is keep-
ing costs down.

While the owner may end up with a code-compliant system, he 
or she may not be pleased with the looks of it. In order to ensure 
that the fire protection and life safety systems will be installed as 
designed, Knoras recommends involving as many of the parties 
as possible early on in the design process to work out how the full 
team’s expectations can be realized.

IN CASE OF EMERGENCY
A thoughtfully designed and installed fire and life safety system can 
offer a high level of protection, but ultimately it is the end-user who 
must be prepared for such an emergency.

The operations planning process begins with training. Build-
ing owners should seriously consider involving more than just their 
maintenance staff in training sessions on the correct use of life safety 
systems and equipment. Stieb recommends videotaping the session 
for future reference by new employees.

Knoras encourages facility managers to take periodic refresher 
courses. “If the service provider cannot meet these needs, get a 

new one,” he says. “It’s too important not to understand the systems 
protecting the building and its occupants.” 

To assist with this, Critical Systems has developed what it calls a 
comprehensive graphic fire alarm and emergency systems inspec-
tion report (“Total Report”) that can also be used as an everyday 
operations document. The information is stored on a remote server, 
or cloud, and relayed to mobile smart devices to provide building 
managers, engineers, service technicians, and emergency response 
personnel with instant written and graphic information regarding the 
location of every component of the building’s protection systems, 
according to Van Loan.

Regularly scheduled drills are another important component of 
emergency preparedness. While fire codes do require emergency 
systems to be regularly tested, Hannasch discourages building own-
ers from scheduling these tests during off-hours. On the contrary, 
building occupants need to take part in these drills to become famil-
iar with the fire protection and life safety systems.

“Most people understand what it means when a fire alarm system 
activates and what they should do, but what about a weather emer-
gency?” asks Knoras. “What if there is a bomb threat or civil unrest 
outside the building? These should all be covered in an emergency 
plan, communicated to the building population, and drills should be 
conducted with the actual emergency communication systems so 
people know what to expect.”

>  editor’s note
No additional reading required for this course. 
To earn 1.0 AIA/CES learning units, study the full article  
carefully and take the exam (next page) posted at  
www.BDCnetwork.com/FireLifeSafety.

Maintenance personnel at this North Stonington (Conn.) public school test 
the live paging feature of the main building’s fire alarm system. Fire safety 
depends to a great extent on the practice of routine procedures.
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 1.  Which of the following is required for life safety 
planning and design for commercial and institu-
tional buildings? 
A.  Threat analysis 
B.    Engineered systems and defensive architectural 

design
 C.  Operations plan for life safety
 D.  All of the above
2.  In hospitals and acute-care settings, full evacua-

tion of all building occupants may be impractical 
due to the condition of patients. Instead, the 
Building Team may use a well-known operational 
alternative called:

 A.  Defensive architecture
 B.  Virtual tour
 C.  Defend-in-place or protect-in-place
 D.  None of the above
3.  According to FEMA, the best types of glazing to 

reduce hazards related to seismic activity and struc-
tural racking are:

 A.  Point-supported glazing
 B.  Annealed and heat-strengthened glass
 C.  Insulated glazing units (IGUs)
 D.  Glass may not be used in seismic zones
4.  In NFPA 101 – Life Safety Code, section 7.9 defines 

the types of emergency egress required in build-
ings. The term that describes the “lanes, paths, 

and stairs that lead to an exit door” is known col-
lectively as the:

 A.  Circulation area
 B.  Exit access
 C.  Exit egress
 D.  Exit discharge
5.  True or False: Emergency general illumination, typi-

cally through the facility’s primary lighting systems, 
will always meet code-mandated requirements for 
illuminating means of egress.

 A.  True.
 B.  False.
6.  Some jurisdictions are adopting “no-response” 

policies to intrusion and fire alarms if they are not 
verified by audio, video, or eyewitnesses. This is to 
protect against:

 A.  False arrest.
 B.  Illegal search and seizure.
 C.  False alarms.
 D.  All of the above.
7.  In mathematical and acoustical terms, intelligibility 

of a public address system means that the speaker 
signal:

 A.   In decibels and watts, is correctly balanced with 
the characteristics of the room

 B.   In decibels only, is set at a loud enough volume 
to overcome any distortion

 C.  Is a digital signal generated by a WAV file only
 D.   Is an analog signal amplified in as few locations 

as possible
8.  Today’s more advanced smoke detectors integrate 

multiple types of detection in one device. A typi-
cal detector might include which of the following 
detection technologies:

 A.  Ionization
 B.  Photoelectric
 C.  Carbon dioxide
 D.  All of the above
9.  While CO2 fire suppression is an effective way to 

protect buildings and spaces, occupants must evac-
uate the affected areas before the systems activate, 
because CO2 systems:

 A.  Expel oxygen from the space
 B.  Significantly lower room temperature
 C.  Are noisy
 D.  Have low ozone-depletion potential (ODP)

10.  Fire and life safety protections for commercial and 
institutional buildings require ongoing support in 
routine building operations, including:

 A.  Emergency drills
 B.  Inspection reports
 C.  Training
 D.  All of the above
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